Microsoft Access Trust Center

Often installation problems are caused by the systems security settings. Case in point Microsoft Access
trust center settings. These hints are for systems using Office 2010.

In Access, click File/Options/Trust Center/Trust Center Settings.
The first item to check is the trusted locations. Ensure that the location of VPro is in a trusted location.
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VPro does use some macros so you need to enable them
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() Disable all macros without notification

Trusted Documents Disable all macros with notification

Add-ins ) Disable all macros except digitally signed macros

@ Enable all macros [not recommended: potentially dangerous code can run)
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The following settings should be sufficient for VPro’s use of Active X controls.
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